
Guard what’s critical. Protect what’s vulnerable.
 

Visit us at rightnetworks.com/managed-security or contact us to learn more.  

If you work for an accounting firm, call 888.245.0292. 
If you work for another type of business, call 888.245.0295.

1 66% of 5,600 surveyed IT professionals reported that one or more of their devices was impacted by a ransomware attack in 2021. Sophos, 
The State of Ransomware, 2022.

How mature is your business’ security 
strategy? Take this self-quiz and find out.
In 2022, 66% of IT professionals reported that one or more of their organizations’ 
devices was impacted by ransomware.1

Often entering through an innocent-looking email attachment or legitimate 
application, ransomware decimates a device by encrypting its information—then 
holding it captive until a certain amount of money is paid.

To avoid this type of threat (among others), it’s imperative that you—or a trusted 
ally—keep an eye on every potentially vulnerable area of your business.

Use this questionnaire to check the vulnerability of different 
areas of your business.

APPLICATION SECURITY

EMPLOYEE SECURITY

IF YOU ANSWERED…

DISASTER RECOVERY

DEVICE SECURITY

Are your productivity, accounting and tax apps—and 
any apps that contain sensitive data—accessed from 
a protected, securely managed cloud environment?

Do your employees regularly engage 
in security awareness training to help them  
stay up to date with current threats?

Do you have a backup strategy that includes both 
your devices and data, using a service that goes 
beyond what is offered by your application vendors?

Do you have zero-day threat technology 
like endpoint detection and response (EDR)  
installed on your devices? 

Do you share documents with clients via a secure  
cloud portal?

Has your firm or company recently run phishing 
simulations to help employees recognize what 
malicious emails could look like?

Mostly “yes”: You’re secure 
in some areas—but what 
about those questions you 
answered “no” to? Consider 
an all-in-one solution to fix 
those vulnerabilities.

Mostly “no”: It’s time to 
look for a security solution 
that does it all—from 
training your people to 
securing your cloud data, 
apps and devices.

Mostly “I don’t know”: It’s 
not your job to be a security 
expert—you have clients to 
serve. Consider adopting a fully 
managed security approach to 
ensure you’re threat protected.

Are you backing up your QuickBooks® or 
other accounting software data with a tailored  
third-party solution?

Do you have a security professional or team 
continuously monitoring your devices 
and responding to any potential threats 24/7?
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